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Cybersecurity Risks
Student exercises and trainings
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This booklet is specifically for you, and you must have 
it with you when you attend training sessions. Your 
trainer will guide you on how to use it. This booklet 
contains a collection of fun and useful exercises, 
which you will answer either during class or at home.

The booklet also contains a set of educational 
competitions and cards, as well as general information 
in which you will find useful and enjoyable. Your trainer 
will guide you on how to deal with these competitions, 
and at the beginning of each exercise or competition, 
we will provide you with general instructions on how 
to answer.

Dear Student,
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This booklet is specifically for the student and will accompany 
them during the training they will receive at school. It contains 
a collection of exercises, training activities, competitions, 
training games, and training cards, all of which revolve around 
concepts related to Cybersecurity Risks.
The purpose of this booklet and and its included mental 
exercises and activities is to reinforce and solidify the 
information that the student receives during the training 
session with the primary goal of enhancing the student›s 
ability to use the internet and technology effectively and 
safely, and protect them from the risks they might face when 
using the internet, such as cyberbullying, personal data theft, 
and other sources and forms of digital threats.

All the exercises and training in the booklet will be accompanied 
by general instructions on how to answer them. As for the 
training competitions, the trainer will provide guidance on how 
to solve them. The booklet also includes some non-classroom 
exercises, which the student will answer at home. These 
exercises will also be accompanied by trainer for the solving.

We kindly request your indirect supervision as the student 
interacts with this booklet. If the student has any question or 
inquiry about any of the exercises or training activities, please 
read the specific instructions for each exercise and provide 
assistance to student in light of these instructions.

 Dear Student’s Parents,
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