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Time Table for the Lecture

Allocated Time Content

5 minutesGeneral introduction

25 minutesThe theoretical aspect 

25 minutesView Educational Videos

20 minutesShort break

25 minutesImplementation of  Training 
games

15 minutesDialogue and discussion with 
students

5 minutesGraduation project

2 hoursWorkshop duration                      



Content of The Training Kit
Chapter One:

The Concept of the IMAP Protocol ........................................................................5

First: The importance of the IMAP protocol ........................................................................6

Second: The difference between the IMAP protocol and the rest of the protocols 
............................................................................................................................................................... 10

Chapter Two:

How the IMAP Protocol Works ....................................,........................................27

First: IMAP protocol and email organization and protection ..................................... 27

Second: The mechanism for accessing email and the IMAP protocol ....................31

Exercises and training...........................................................................................35


























































































































































