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The core concept of the Cyber Eco project revolves 
around providing educational awareness content 
to students across diverse educational stages. This 
content is delivered through  adaptable events 
and activities, ensuring active participation from 
students as we veer away from conventional 
technical training approaches. 
Rather than relying on traditional training content, 
the project introduces a fresh and innovative 
approach by organizing on-site visits to schools 
across various educational levels, presenting 
training and awareness content in an engaging 
manner.

Project
Idea



The Significance of the Project
The Cyber Eco project holds crucial significance due to the 
increasing global importance of cybersecurity and the successive 
challenges posed by the cyber environment to countries worldwide. 
This underscores the pressing need for community awareness 
of cybersecurity at all levels. The project's importance can be 
summarized in the following points:

The escalating global imperative of raising awareness and providing 
cybersecurity training to students and youth across all educational 
levels, recognizing its crucial status as a strategic domain.

The pressing need to expand public awareness in the domain of 
cybersecurity and encourage the responsible and secure utilization 
of information and communication technologies, with a particular 
focus on school students.

Cultivating and empowering a generation of young individuals adept 
at the proficient and professional handling of digital technologies, 
thereby forming the cornerstone for future cybersecurity experts.

The imperative to eep pace with the ongoing and rapid evolution of 
training and qualification tools within the cybersecurity domain.

The substantial increase in demand for pioneering cybersecurity 
products and services, both regionally and internationally.



The Targeted

Groups:

1 1 1

Students at all 
levels of education, 
encompassing both 
public and private 
sectors within the 

country.

Teachers and 
Educational Staff

Parents



Addressing more in-depth and evolving topics in the field of cybersecurity to increase 
awareness among the targeted audience.

Providing a new and distinctive perspective in workshops that goes beyond the academic 
aspect, offering practical and applicable manner.

Introduce creative tools and mechanisms that integrate entertainment, competition, and 
innovation, ensuring the optimal utilization of training and awareness content.

Transform the learning experience by infusing an element of fun and excitement, breaking 
through the traditional academic routine for students.

Contribute to mitigating negative phenomena associated with internet usage, particularly 
among school students.

Play a role in developing and cultivating cybersecurity talents among school students, 
preparing them for future challenges.

Engage educational staff, along with parents, in national initiatives aimed at enhancing local 
awareness of cybersecurity.

Project Objectives for the Target Audience:



School Field Visits



JANUARY

2024

Visits from the National Cyber security Agency

1/14   Umm al Qora Primary School
 
1/15   Alkaaban-pb 

1/16   Ahmed Mansour Primary school for boys
 
1/17  Abdulla Binturky Primary School
 
1/18   AL Kaaban Primary School For Girls 
 
1/21   Al Dhakhira Elementary School for Girls

1/22   Al Thakhira Independent Model School for Boys

1/23   al wakrah primary school for girls
 
1/24   Al Wukair primary school For girls

1/25  Audio education complex for girls

1/28  Zekrit Primary School For Girls 
 
1/29  El Salam Primary School For Girls 

1/30   Audio education complex for boys

1/31   Umm Salamah Primary School for Girls





2/1  Al-Isra Primary School For Girls  

2/4   Al Kharsaah Primary School for Boys

2/5  Doha Preparatory Independent School for Boys
 
2/6   Imam AlShafei Independent Preparatory School for Boys

2/7   Rawda Rashed Secondary school for Boys

2/8   Al Razi Preparatory School For Boys 
 

FEBRUARY

2024

Visits from the National Cyber security Agency





 3/12  Al-Wajba School for girls
  Sherpon Qatar Preparatory High School

3/13   Birzan Prep Independent Girls School

3/14  Gharnata Preparatory School for girls

3/17  Moza Bint Mohammed Preparatory Independent School for girls

3/18  Muaither Preparatory School For Girls Independent
 
3/19   Ibn Taymiya Secondary School for Boys 

3/20  Al Zubair Ben Alawam Primary School

3/21  Ibn Al Haitham Primary School

3/24   Muaither Primary Schoo

3/25   Alwukair_secondary_schoolgirls

MARCH

2024

Visits from the National Cyber security Agency





4/21   Alkharsaa Girls primary

4/22  Amna Bint Wahab preparoty School For Girls

4/23   Rawda Rashed primary secondary school for girls

4/24   Sakina Bint Al Hussein Preparatory School for Girls

4/25  Fatima Al-Zahraa Preparatory School for Girls

4/28   Fatima bint Al-Walid bin Al-Mughira Preparatory School for Girls

4/29   Maria Al-Qibtiya Preparatory School for Girls

4/30   Hafsa Preparatory School for Girls

APRIL
2024

Visits from the National Cyber security Agency





5/1   Rovida Bint Kaab Preparatory School for Girls 

5/2    Umm Maabad Preparatory School for Girls

5/5   Al-Shahaniyah Preparatory  Secondary School For Boys
 
5/6   Religious Preparatory Secondary Institute for Boys
 
5/7      Messaid Primary, Preparatory & Secondary School For Boys
 
5/8   Al Jumailiaya Primary, Preparatory $ Secondary School
 
5/9  Al Wakrah  Secondary School for Boys
 
5/12   Qits Qatar  Secondary School for Boys
   
5/13   Musaab bin Omair Secondary School for Boys
 
5/14   Al Jumailiaya Primary, Preparatory $ Secondary 
  School For Girls
  
5/15  Arwa Bint Abdul Muttalib Secondary School for Girls

5/16   Rabaa Al Adawiya Secondary School for Girls

MAY
2024

Visits from the National Cyber security Agency



cyberexcellence@ncsa.gov.qa
https://www.ncsa.gov.qa/

00974 404 663 62
00974 404 663 78


